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Msg

- listmsg ← Receive-from-neighbors (); 

- foreach (msgi, msgj) listmsg do 

- if msgi.pos ==msgj.pos then 

- if msgi.id !=msgj.id then 

- Raise-alarm (); 



- if Check (msgi. History, msgj. History) == false then 

- Raise-alarm ();
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